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Annotatsiya. Ushbu magoladaWLAN marshrutizatorlariga garshi hujumlarni aniglash uchun zamonaviy
sun’iy intellekt modellari o‘rganilgan. Aynigsa, «evil twin» hujumini RF-barmoq izi orqgali aniglash usuli
tahlil gilingan. CNN modeli ishlab chigilib, o‘gitilgan va yuqori aniqglik ko‘rsatgan.

Kalit so‘zlar: CNN, RF barmoq izlari, marshrutizator, mashinani o'rganish, signal tasnifi, qurilma
identifikatsiyasi, modelni o'qitish, RF signalini gayta ishlash, PHY -gatlamni aniglash.

AHHoOTaumA. B gaHHOM cTaTbe paccmaTpuMBaeTcs COBPEMEHHbIE MOAENN NCKYCCTBEHHOro MHTENneKTa
Ans obHapyxxeHus atak Ha mapwpyTtusatopbl WLAN. Ocoboe BHMMaHue yaeneHo atake Tuna «evil twiny»
N eé BbISIBMEHUIO C MOMOLLbI0 aHanun3a RF-otnevaTkoB ycTtponcTs. PaspabotaHa u obydeHa mogernb
CNN, npoaeMoHCTpMpoBaBLLas BbICOKYH TOYHOCTb MOEHTUMMKALMN MapLLPYTU3aTOPOB 1 OOHapYXeHUst
uMmTauuu.

KnioueBble cnoBa: CNN, RF-oTnevatkv, MaplupyTM3aTop, MallMHHOe 0Oy4yeHue, knaccudukaums
CUrHanoB, waeHTUdUKauMsa YCTpoucTB, 0OyvyeHMe Mogenu, obpaboTka pagmoYacTOTHbIX CUrHaroBs,
pacrno3HaBaHue no uanyeckomy yposHto (PHY-layer).

Abstract: This article discusses explores modern artificial intelligence models for detecting attacks on
WLAN routers. Special attention is given to the «evil twin» attack and its detection using RF fingerprint
analysis. A convolutional neural network (CNN) model was developed and trained, demonstrating high
accuracy in router identification and impersonation detection.
Key words: CNN, RF fingerprinting, router, machine learning, signal classification, device identification,
model training, RF signal processing, PHY-layer recognition.

BBegeHue

CoBpeMeHHble BbI30Bbl  MH(OPMaLMOHHON ©Ge30nacHOCTM TPebyT MNPUMEHEHUSNA
WMHTENNEeKTyarnbHbIX TEXHOMOMMIN, TaKMX Kak WCKYCCTBEHHbIA MHTENneKT u rnybokoe
obyyeHune. CepTouHble HerpoHHble ceTn (CNN), ycnewwHo ncnonb3yemMblie Ans cuctemMm
pacnosHaBaHus 00pas3oB, OO0 HedaBHEro BpeMeHW NpUBREKTN GEeCnoKONCTBO U
knbepbesonacHocTn. WX BO3MOXHOCTb U3BMeKaTb YCTOMYMBBLIE MPU3HAKN U3
paguocurHanoB nos3eonsieT 3dpgeKkTMBHO onpeaenatb W KnaccuduumpoBaTtb
GecnpoBogHble  YCTPOWCTBA, MNOSIHOCTbIO  COOTBETCTBYS  MOCTaBMEHHbIM B
BbILUEN3NOXEHHbIX CTpaTerMyecknx AoKymeHTax npuvoputetam. B aton ctatbe byget
n3ydeHne u cpaBHeHWe Hambonee akTyanbHbIX AN MOAENU WUCKYCCTBEHHOro
WMHTENNeKTa mogenemn, Kotopble 6yayT MCNONb30BaTbCA HAOLLYMNMUHb MO BbISBIEHMWIO
atak Ha mapuwpyTtmsatopbl WLAN, 1 paspabaTbiBaTb METOAONOINMIO pacrno3HaBaHUs
aTakm uMMTauMM MapLlupyTusaTtopa novHyneHas no adHanudy RF-oTnevartkoB
nocpeacTBOM CBEPTOYHOW HEMPOHHOM ceTu [1-4].
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MeTtoponorus

Ataka Tuna «evil twin» (MMUTauMs MapLlpyTM3aTopa) 3akni4yaeTcs B TOM, 4TO
3M10yMbILLMIEHHNK HacTpauBaeT nogaenbHyro ToYky goctyna ¢ tem xe MAC-agpecom un
SSID, 4yto M y nerMTMMHOrO MapLwpyTmMsaTopa, W nobyxaaeT nonb3oBaTenen
NOAKMIOYMTLCA K HEN. Takum ob6pa3om, aTakyroLmnin MOXeT nepexeaTtbiBaTh Tpaduk Unm
OCYyLLeCTBNATb AarnbHenwmne 3noyMblluneHHble aencteusa. CTaHOapTHble cpeacTtsa
noeHTudurkaumm yctpomctea no umdposbiM npusHakam (MAC-agpec, SSID wn np.)
HeHadeXHbl, NOCKOSbKY 3TW MAeHTUdUKaTopbl MOryT 6bITb nogaenaHsl (cnydudr). Ons
HaOeXXHOro 0bHapy>XeHUsA «3noro ABOMHMKa» npeanaraeTcs Ucnonb3oBatb usndeckme
0COBEHHOCTM CaMoro pagmocurHana Tak HasbiBaembli RF-oTnevatok nepegatymka. RF-
oTnevaTok npeacraBnseT cO6oN YHUKaNbHY0 KOMOUHALNIO XapakTepPUCTUK pagnoTpakTa
(HemgeanbHOCTM annapaTtypbl nepegaTtyvMka, a Takke chneundudeckun npodusb
paguokaHana mexagy nepegaTynmkom u npuemMHUKom). MNMpn NpoYmx paBHbIX YCNOBUAX Y
Kaxxgoro maplupytusaTopa B ctaumoHapHon WLAN-ceTu hopmupyeTtcsa ctabunbHbin RF-
oTnevyaTok Ha cTtopoHe npuemMHuka. CpaBHumBass RF-oTneyaTok npuHATOro curHana c
3TanoHHbIMW  OTnevYaTkamMn U3BECTHbIX MapLpyTU3aTopoB, MOXHO BbISBMATb
paccornacoBaHne mexagy undposon maeHtudukaunen (Hanpumep, MAC-agpecom) u
PM3NYECKMM UCTOYHMKOM curHana. VHbiMu cnoBamun, ecnn gekogupoBaHHbii MAC-
agpec kagpa COOTBETCTBYeT M3BECTHOMY MapLupyTtusdaTtopy, a RF-oTtneyaTok HeT, TO
WCTOYHWK onpefensieTcs kak umutatop (nogaernka). Takon nogxod 6bin npennoxeH B
page paboT, Hanpumep, aBTopbl B paboTe [5] paspaboTanu rinyboKyo HEMPOHHYIO CETb,
cnocobHyto no cbipbiM |IQ-AaHHBIM pasnuyaTtb nepegatynkm no ux RF-cnegam.
BbibpaHHbIM B AaHHOW paboTe MeTod OCHoBbiBaeTcA Ha ucnosnb3oBaHum CNN ans
Knaccudukaumm MUCTOYHMKOB GecnpoBoaHbIX curHanoB no ux RF-otnevatkam. CeTb
oby4aeTcs pacnosHaBaTb HECKOMbKO M3BECTHbIX  MapLlpyTM3aTtopoB MO UX
nHameugyaneHelM RF-nNpu3Hakam, M Takke y3HaBaTb knacc «Unknown» gna Bcex
OCTalnbHbIX CUrHaNoOB, He npuHagnexawmx Wu3BecTHbIM YycTpoucTBam. [lpu
pasBepTbiBaHUM CUCTEMbI NpeanofiaraeTca Hanuvyuue Habniopatens — npuemMHuka,
pacrofioXXeHHOro  CTauuoHapHO BO  BHYTPEHHEW CeTU, KOTOpbIM  NpUHMMaeT
lwmpokoBewatenbHble curHanel Wi-Fi oT 6numkanwmx Todek goctyna. Habnw-gaTtenb
3HaeT CNUCOK A0BEPEHHbIX (M3BECTHbIX) MapupyTtusatopoB n nx MAC-agpecos. Bce
npoyne nepenaTynkn TPaKTYHOTCH Kak Henm3BeCTHble. Taknm obpa3om, 3agadya CBOAUTCA
K OTHECEHWMIO Kaxdoro MNPUHATOro kagpa nmbo K OOHOMY M3 KNacCoB M3BECTHbIX
yctponcTtB, nmbo k knaccy Unknown. T[locne «knaccudpumkaumn RF-oTnevatka
NpoBepSeTCs COOTBETCTBME MOSIYYEHHOro Knacca ¢ obbsiBrneHHbiM B kagpe MAC-
agpecom. Ecnn nonyyeHHbin RF-oTnevatok He cooTBeTcTBYeT MAC-agpecy (Hanpumep,
MAC wun3BecteH, a RF-otneyatok knaccucpumuympoBaH kak Unknown, nubo
KnaccuduumMpoBaH He Kak TOT caMbli MaplupyTu3aTtop), TO Aenaetcsa BbiBog 06
obHapyXeHnn wumuTaTopa Maplpytmsatopa. B npoTMBHOM crnyyae, WCTOYHUK
pacrno3HaeTcs Kak JnerMTuMHbI. bnarogapsi 3TOMy COBMELLEHHOMY  KPUTEPUIO
NoABNAETCA BO3MOXHOCTb BbISIBIISATb aTaky «3M0ro ABOWHUKA» Jaxe npu crnydguHre
MAC-agpeca.
3eneHble nyun RF1, RF2, RF3 — ctabunbHble RF-0Tne4aTkn oT 3BECTHbIX YCTPONCTB.
«Unknown Router Data» — COBOKYNHOCTb CUrHaTyp OT HEU3BECTHbIX nepeaaTtynkos. B
yCcrioBusix (OUKCUPOBAHHOIO TMOSMOXEHUS MapLpyTu3aTtopoB U npuemMHuka a1 RF-
oTneyvyaTKn ocTalTCs NOCTOAHHBIMU BO BpPEMEHW, TOora Kak Y HEU3BECTHbIX YCTPOWUCTB
CUrHaTYypbl NPOM3BOSIbHLI U He coBnagatoT ¢ RF1-RF3.
Ha pucyHke 3.1 cxemaTUYHO MoOKasaH nPUHLMI  MUCNOMb3YIOLWeErocs noaxoaa.
Habnogatens  nNpuHMMaeT  OT  HECKOSNIbKMX  (PUKCMPOBAHHbBIX  AOBEPEHHbIX
MapLIpyTU3aToOpOB creuuanbHble obyyallwme curHansl — B JaHHOM crny4yae beacon-
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kagpbl WLAN, cogepxawme Legacy Long Training Field (L-LTF). L-LTF npegcrasnsiet
cobon M3BECTHYO nepecTtamOByrnbHYIO MOCrefoBaTeNbHOCTb, KOTOpas nepegaeTcs
BCEMW YyCTponcTBamu oauHakoBo (B ctaHgapTax 802.11a/g/n/ac), noaTtoMy Ha Hewn
yaobHo 6GasnpoBaTb CpaBHeHME (U3NYECKMX OTMneyaTKoB Oe3 BNUAHWSA pasnuyun B
nepefaBaemMblX [AaHHbIX. [lpegnonaraeTcs, 4TO MapwpyTusatopbl W NPUEMHUK
HENOABMXHbI, W KaXOblh M3BECTHbIA  MapLUpyTM3aTop CO34aeT  YHUKalbHbIN,
HenaMeHHbI BO BpeMeHn RF-otnevyaTok (0603Ha4veHbl kak RF1, RF2, RF3 Ha puc. 1).

RF3
RF1 Router 1 RF2 Router 2 Router 3

c2 MAC3

Observer J

Unknown Router
Data

Puc.-1. CueHapui ¢ Tpemsi U3BeCTHbIMM MapLipyTusatopamm (Router 1-3) n
CTauMoHapHbIM Habnaartenem.

9T oTneyaTkM onpefendarTcs XapakTepucTukamu  annapaTtypbl  KOHKPETHOro
MapLupyTusaTopa un npodunem pagmokaHana Mmexay HUM u npuemMHukom. Jlrobon gpyrom
(He3HakoMbIN cucTeme) nepefaTynk ¢ 6onbLION BEPOATHOCTLIO ByaeT obnagaTb MHbIM
RF-oTne4atkoM. Takum obpasom, BCe «4yxue» curHanbl ByayT knaccugpuumpoBaTtbes
kak Unknown. Habntogatenb, nomumo RF-aHanusa, Takke gekogmpyet MAC-agpec
otnpasutena u3 nona Address2 3aronoBka beacon-kagpa. Ecnn MAC-agpec
npucytcteyetr B 6enom cnucke m RF-oTneyaTok paBeH oTnevatky nogxogswiero
MapLipyTusaTtopa (Hanpumep, dpenm ot Router 2 n mapkupoBaH kak Router 2) — 1o
NMCTOYHUK cyuTaeTca nermtumHoeiM. 1 ecnu MAC-agpec dperima m3BecTHbi, a RF-
oTne4aTtok He 6bin paBeH (knacc «Unknown» unu gpyrom) — To 3adoMKCMpoBaHO cobbITue
OnMuUeTBOpPEHUs MapLupyTusaTopa (Mmmtauun).

[Ona obyyeHuss ceTn uCnonb3oBancs anroputM rpaguMeHTHon ontumudaumm Adam
(Adaptive Moment Estimation) — oH nokasan cebsi BbICOKOKa4YeCTBEHHbIM NpU 0By4eHnn
HENPOHHbIX ceTen Ha Bbibop User-like gaHHbIX 1 o6ecneunBaeT 6onee cTpeMnTenNbHOE
AOCTWXKEeHUe nnaTo owmnbkn, yem ncnonbayembln.std. SGD. B kadecTBe (pyHKUUM NOTEPL
ncnonb3oBanack kateropmanbHasi KPOCCIHTPONUS (OHa NCNONb3yeM B aBTOMATUYECKOM
pexume crnoem classificationLayer 8 MATLAB). T'mnepnapameTpbl 06yyeHus npuseneHsbl
B Tabnuue 1.

Tabnuua 1.
fvnepnapameTpsbl u ycnosus obyvyeHusa CNN-mogenw.
3HayeHue B
MmnepnapameTp aKCNEpUMEHTE MpumeyvaHuna
Ontnmmusartop Adam B:=0.9, B,=0.999 (no ymonyaHuto)

O6HOoBMEHNE rPagueHTOB KaXKable
256 npumepos

MocTteneHHoe YMEHbLUEHne
npuPlateau

MuHu-6aty (batch size) | 256 kagpos

HavanbHas ckopocTb

0By oHs 0.0001 (1x107(-4))
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L2-perynspusaums 0.0001 Bo Bcex cnosix (WeightDecay)
BECOB
Makcnmym anox 100 b . paHblLe
npuEarlyStopping
Kpme_pmm Early validation patience = 3 lMpepbiBaHne, ecnu 3 3NOXU HeT
Stopping YNyyLIEeHMsa Ha Banngauum
MNepemelumBaHune Kaxgasa anoxa (shuffle
[nsa pasrpaHnyeHuns anox
OaHHbIX every-epoch)
PasbueHne Ha | 80%  obyu., 10% KaK onMcato B baam. 3.2.2
BbI6OPKM Banua., 10% Tect pasi. o.z.

PesynbTaTbl, OnMcaHHblEe BbIlle, Nokasanu, YTo HaTpaBka oOy4yeHus MOAenn O4YeHb
HaTypanbHa. B nepBon anoxe TOYHOCTb KnaccuuKaumm Ha TPEHUPOBOYHbLIX AAaHHbIX
pocturna ~98%, a so sTopon anoxe — 100%, Kak NokasaHO Ha rpaduke NOCTPOEeHUs
0bydeHnsa (puc.2). TOYHOCTb yBenunyMBanacb TOSIbKO Ha HECKOSIbKO MPOLEHTOB C
MOMOLLbIO OOMOMHUTENBHOIO HaTsxeHus. [pu 3aToM KpuTudeckme owwmbku (notepu)
MEeAJSIEHHO CHWXarnuCb M HaTankuMBanucb Ha MnaTo, YTO LEMOHCTPUPYET OTCyTCTBUE
3amMeTHoro nepeobyyeHus. Kpome Toro, BanngaunoHHas TOMHOCTb 6bICTPO Bbipocna Ao
CTO NPOLEHTOB, YPaBHABLUMCH C TPEHUPOBOYHOM, U B COOTBETCTBUM C METOLOM PaHHEro
OCTaHOBKM OH aBTOMaTU4eCKM 3aBepLuar npouecc obyyeHns paHee, Ha 4eCATOM anoxe.
Mpw ncnonssosaHnm CPU obyyeHune 3aHsn0 NpUMepPHO 6 MUHYT.

4| Training Progress (12-Dec-2019 12:10:51)

Training Progress (12-Dec-2019 12:10:51)

Results
Validation accuracy: 100.00%
Final Training finished Wetvalidation criterion

100~ e
Training Time

Start fime. 12-Dec-2019 12:10:51

-
LI
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I

1

I Elapsedtime 6 min 68 sec
I

!

1

I

1

Training Cycle

Epoch: 10 of 100
Iteration: 2088 of 21800
Iterations per epoch: 218
Maximum iterations: 21800

Accuracy (%)
g

Validation
Frequency: 72 iterations

Other Information
Hardware resource. Single CPU
Leamning rate schedule Constant

I

I

1

I

m

r
0L
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Training
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Training (smoothed)
Training
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Iteration

Puc.-2. N'pacdhmk o6yyeHns CNN Ha cMHTeTUYECKMX AaHHbIX: TOYHOCTb
(Accuracy) n dyHkumus notepb (Loss) B npoueHTax oT utepauun.

BuaHo, 4to B ~2 anoxu ~100% knaccudukaumsi TOYHOCTU Ha obyyeHue u
Banupgauma Habopax [[OCTuUraeTcss [AOMNOSIHUTENbHO MOCne Yero TPeHUpPOBKa
okasblBaeTcs BblinonHeHa gocpoyHo (Validation Patience 3) n3-3a 3HakoB owWMOOK Ha
Banugauuu.

Mocne 3aBepweHus obydeHnss un npoBepku peanusoBaHHad CNN-mogenb
nokasana BO3MOXHOCTb OLIKMOOK-HOMb npu  knaccudpmkaumm curHanos  Wi-Fi
MapLIpyTU3aTOpOB B KOHTPOSNIMPYEMOM pexume akcnepumeHTta. Ha Bbibopke ans
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nposepkn pocturna TodHoCTU— 100%. OTO O3HayaeT, 4TO BO BCeX MpoBepKax
HenpoceTb MNpaBWUSIbHO oOrpeaenuna, SABMSEeTCA M NPUHATBIA Kagp OAHOMY U3
N3BECTHbIX MapLLPYTU3aTOPOB UM OTHecCra ero B knacc Unknown, ecnu otnevyaTok He
CcoBMagaeT HY C OOHUM M3 3TanoHOB. Taknm obpasom, metoa knaccudpumkauum no RF-
oTnevatkam obecrneynn BO3MOXHOCTb rapaHTUpoBaTb 3PAEKTMBHOE pasnuyme
«CBOWX» YCTPOMCTB OT «YYXUX».

CnepoBatenbHo, Hanpumep, npu HabnwogeHnn B paccmaTpuBaemMom
aKCnepuMeHTe Hag Habnogatenem, nonyymswmm Buaeoponukm ¢ MAC-agpeca Router
2, HoO RF-otneyaTtka He RF2, a HeusBecTHbin (RF-X), anroputm otgan curHan o
HecoBnageHun (MMuTaummn). ATO Uyguno cornacyeTcsl C CXeMon Ha puc. 3.

RF3

RE2 V Router 3
2 MAC3

Impersonator
MAC2

IMPERSONATOR
ALERT

Puc.-3. Cxema o6HapyXeHMs UMUTaLuM MapLupyTmsaTopa

3noymblwneHHuk (cnpaea) konnpyetT MAC-agpec aosepeHHoro Router 2 (Ha notornke),
dopmupyst noaaenbHy ToYKy gocTyna. Nonb3oBaTtensckad cTaHuMsl NoAKNYaeTcs K
bonee cunbHOMy curHany (K 3noymblwneHHuky). MpuemHuk (Observer) npuHumaeT
beacon-kagpbl ¢ MAC Router 2, Ho ux RF-oTnevaTtok (kpacHbl iyd RF4) He coBnagaeT
c oxugaembiMm RF2 oT nerntnmHoro mapwpyTtudatopa. Cuctema omkcnpyeTt «mmutaTop
obHapyxeH!» un BblgaeT TpeBory. Ha pucyHke 3.6 3eneHbiM LBETOM MOKa3aHbl
nermTuMHble curHanbl M3BecTHbIX poyTepoB (RF1, RF2, RF3), a kpacHbIM — curHan
3M0yMbILUMIEHHNKA, KOTOpbIN «nputBopsaeTca» Router 2. HecmoTps Ha oauvHaKoBbIN
MAC-agpec, pasnuume B RF-oTneyatkax no3sondeT HageXHOo onpeaenntb nogsior. B
9KCNepuMeEHTEe HENPOCETb NPMUCBOUIIA BCEM TakuM kagpam knacc Unknown, TemM cambim
NOMETUB MX Kak yrposy. [1aHHbI NpMMep AEMOHCTPUPYET, YTO pa3paboTaHHbIN MeToq
cnocobeH ykpenutb 3awmuty WLAN-ceTn, [OMOMNHASA TpaguUMOHHbIE MEXaHU3Mbl
ayTeHTUduKaunm msmyecknm ypoBHeM naeHTuukaummn nepegarymka [7-13].

3aknroyeHue

PaspabotaHHass B 9TOM cTaTtbe MOAEfb W SKCNEPUMEHTbI AEMOHCTPUpOBanu
3 PEKTUBHOCTb UCnoNnb3oBaHMa mMetoda RF-puHrepnpuHTMHra aOns nosblleHMd
6e3onacHocT WLAN. lNocTtaBneHHbIn MeTod Takke MOXeT OblTb MCMOoNb3oBaH Kak
YyacTb KomnnekcHon cuctembl 3awutbl Wi-Fi, gononHsaa ee duamyeckum crioem
ayTeHTUUKaLmMmn To4eK 4OCTyna 1 paspeLlarollimMm ocTaHaBnNMBaTbh aTakm TMna «3110m
ABOWHUK» Npu ycrnexe Cny(uUHroB ceTeBblX NOEHTU(UKATOPOB.
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